
We are delighted to declare that

is now

FACIA

CCPA COMPLIANT



The California Consumer Privacy Act (CCPA) is a comprehensive privacy law that regulates the
collection, use and disclosure of the personal information of the resident of California by businesses
operating in California.

We found it essential for us to follow the guidelines of CCPA while collecting the personal information
of the users of our services who are in California. 

Please find below the guidelines of Facia.ai’s compliance with the regulations of CCPA. We wasted no
time to adopt an industry prevalent approach to protect the interest of our precious customers and
their users as well. 

type of personal information that we collect 
the purpose for which the data is information is used 
If and why the information is shared to any third party. 

 We ensure that we always disclose to the users any 
a.
b.
c.

1.  Data Collection and Disclosure:

We provide our users an opt-out mechanism to allow them to easily opt-out of any activity which
they find may be a threat to their personal information. For e.g. we provide a “Do not sell my personal
information” like on our official business website. 

3. Opt-out Mechanism:

what personal information is being collected 
Request to delete personal information 
To opt-out of sale of personal information 

 We provide rights to the users to know the follow:
a.
b.
c.

2. CCPA Rights:

We hereby confirm that Facia.ai complies with
CCPA and provides all the safeguards to

protect your personal data. 

CCPA CALIFORNIA CONSUMER
PROTECTION ACT



We provide training to our employees who handle personal information to ensure they are aware of
CCPA requirements and their compliance. 

In case we are required to process any minor’s information who is below the age of 16, we obtain
consent from the parents or its guardian.

We have established processes to verify the users’ requests for information or deletion of personal
information to ensure that only the consumers or their authorized agent shall make such requests.

5. Verification of users’ requests:

6. Employee Training:

We have implemented reasonable security measures to protect and safeguard personal information
from any unauthorized access, use or disclosure.

8. Security Measures:

7. Children Privacy:

We ensure to update our privacy policy as per the guidelines of CCPA and include all the necessary
information i.e. data collection practices etc.

4. Privacy Policy:


